
CYBR 3423
OS Concepts

& Admin

YEAR 1 YEAR 2 YEAR 3 YEAR 4

B.S. CYBERSECURITY 
RECOMMENDED COURSE SEQUENCE

IT 1114*
Programming

Principles

IT 1114L*
Programming

 Principles
Lab

CSE 1321*
Programming 

& Problem
Solving I

CSE 1321L*
Programming 

& Problem
Solving I Lab

CYBR 3123
Hardware &

Software
Concepts

CYBR 3100
Principles of 
Cybersecurity

CYBR 2310
Software

Assurance

CYBR 3210
Client Systems

Security

CYBR 4323
Data Comm. &

Networking

CYBR 3200
Network
Security

CYBR 3300
Mgmt. of CYBR

in a Global
Environment

CYBR 4423
Linux/Unix

Admin.

CYBR 4200
Perimeter
Defense

CYBR 4330
IR &

Contingency
Planning

CYBR 4220
Server

 Systems
Security

CYBR 4810
Cyber Defense

(Capstone)

SEMESTER 1 SEMESTER 2 SEMESTER 3 SEMESTER 4 SEMESTER 5 SEMESTER 6 SEMESTER 7 SEMESTER 8

NOTE: Arrows indicate required prerequisite structure. Follow to ensure efficient degree progression.  IT 1114 MUST be taken with IT 1114L. CSE 1321 MUST be taken with CSE 1321L.  IT 1114/L and
CSE 1321/L should be completed in year one to avoid delaying graduation. This sequence does not include all required major courses. Current students should review their Degree Works
profiles for a complete list of requirements. Prospective students should review the B.S. Cybersecurity Program Catalog for a complete list of requirements. Questions can be answered by an
Undergraduate Cybersecurity advisor via email at cyberadvising@kennesaw.edu. 

*Not offered in Summer

https://catalog.kennesaw.edu/preview_program.php?catoid=79&poid=11009&returnto=8280
mailto:cyberadvising@kennesaw.edu

